Políticas y herramientas que se implementarían para estar protegido ante un ataque de ransomware tipo wanna cry.

Para evitar ataque de este tipo sería conveniente tener actualizados los equipos a la última versión. Deberíamos también tener copias de seguridad realizando dichas copias con una periodicidad baja, para que en caso de un ataque se pierdan el mínimo de datos posible. Por otra parte también podríamos tener instalados programas antimalware. No abrir correos no verificados.

\*\*Se pueden crear para las copias de seguridad sistemas raid, nas, o una arquitectura distribuida (redundancia de datos).

Aislar en medida de lo posible los departamentos de la red.